




 
Circumvention of Security Controls 
Users must not run, operate, or otherwise configure software or hardware to intentionally spy 
or allow access by unauthorized users. Users are prohibited from attempting to circumvent or 
subvert any IT systems, personal privacy space or physical security measures. 
 
For University-owned assets, the removal or disabling of endpoint device management 
software without prior approval of RWU-IT is considered a breach of this policy.  
 
Software Installation  
Information Technology installs software and updates to RWU-owned devices. Removing or 
disabling of any RWU installed software without prior approval of IT is considered a breach of 
this policy.  
 
Users who choose to operate and manage software not licensed by the University are 
responsib
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